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§ 1572.15 Procedures for HME security 
threat assessment. 

(a) Contents of security threat assess-
ment. The security threat assessment 
TSA completes includes a fingerprint- 
based criminal history records check 
(CHRC), an intelligence-related back-
ground check, and a final disposition. 

(b) Fingerprint-based check. In order 
to conduct a fingerprint-based CHRC, 
the following procedures must be com-
pleted: 

(1) The State notifies the applicant 
that he or she will be subject to the se-
curity threat assessment at least 60 
days prior to the expiration of the ap-
plicant’s HME, and that the applicant 
must begin the security threat assess-
ment no later than 30 days before the 
date of the expiration of the HME. 

(2) Where the State elects to collect 
fingerprints and applicant information, 
the State— 

(i) Collects fingerprints and applicant 
information required in 49 CFR 1572.9; 

(ii) Provides the applicant informa-
tion to TSA electronically, unless oth-
erwise authorized by TSA; 

(iii) Transmits the fingerprints to the 
FBI/Criminal Justice Information 
Services (CJIS), in accordance with the 
FBI/CJIS fingerprint submission stand-
ards; and 

(iv) Retains the signed application, in 
paper or electronic form, for one year 
and provides it to TSA, if requested. 

(3) Where the State elects to have a 
TSA agent collect fingerprints and ap-
plicant information— 

(i) TSA provides a copy of the signed 
application to the State; 

(ii) The State retains the signed ap-
plication, in paper or electronic form, 
for one year and provides it to TSA, if 
requested; and 

(iii) TSA transmits the fingerprints 
to the FBI/CJIS, in accordance with 
the FBI/CJIS fingerprint submission 
standards. 

(4) TSA receives the results from the 
FBI/CJIS and adjudicates the results of 
the check, in accordance with 49 CFR 
1572.103 and, if applicable, 49 CFR 
1572.107. 

(c) Intelligence-related check. To con-
duct an intelligence-related check, 
TSA completes the following proce-
dures: 

(1) Reviews the applicant information 
required in 49 CFR 1572.9. 

(2) Searches domestic and inter-
national Government databases de-
scribed in 49 CFR 1572.105, 1572.107, and 
1572.109. 

(3) Adjudicates the results of the 
check in accordance with 49 CFR 
1572.103, 1572.105, 1572.107, and 1572.109. 

(d) Final disposition. Following com-
pletion of the procedures described in 
paragraphs (b) and/or (c) of this sec-
tion, the following procedures apply, as 
appropriate: 

(1) TSA serves a Determination of No 
Security Threat on the State in which 
the applicant is authorized to hold an 
HME, if TSA determines that an appli-
cant meets the security threat assess-
ment standards described in 49 CFR 
1572.5. 

(2) TSA serves an Initial Determina-
tion of Threat Assessment on the appli-
cant, if TSA determines that the appli-
cant does not meet the security threat 
assessment standards described in 49 
CFR 1572.5. The Initial Determination 
of Threat Assessment includes— 

(i) A statement that TSA has deter-
mined that the applicant poses a secu-
rity threat warranting denial of the 
HME; 

(ii) The basis for the determination; 
(iii) Information about how the appli-

cant may appeal the determination, as 
described in 49 CFR 1515.5 or 1515.9, as 
applicable; and 

(iv) A statement that if the applicant 
chooses not to appeal TSA’s determina-
tion within 60 days of receipt of the 
Initial Determination, or does not re-
quest an extension of time within 60 
days of receipt of the Initial Deter-
mination in order to file an appeal, the 
Initial Determination becomes a Final 
Determination of Security Threat As-
sessment. 

(3) TSA serves an Initial Determina-
tion of Threat Assessment and Imme-
diate Revocation on the applicant, the 
applicant’s employer where appro-
priate, and the State, if TSA deter-
mines that the applicant does not meet 
the security threat assessment stand-
ards described in 49 CFR 1572.5 and may 
pose an imminent threat to transpor-
tation or national security, or of ter-
rorism. The Initial Determination of 
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Threat Assessment and Immediate 
Revocation includes— 

(i) A statement that TSA has deter-
mined that the applicant poses a secu-
rity threat warranting immediate rev-
ocation of an HME; 

(ii) The basis for the determination; 
(iii) Information about how the appli-

cant may appeal the determination, as 
described in 49 CFR 1515.5(h) or 
1515.9(f), as applicable; and 

(iv) A statement that if the applicant 
chooses not to appeal TSA’s determina-
tion within 60 days of receipt of the 
Initial Determination and Immediate 
Revocation, the Initial Determination 
and Immediate Revocation becomes a 
Final Determination of Threat Assess-
ment. 

(4) If the applicant does not appeal 
the Initial Determination of Threat As-
sessment or Initial Determination of 
Threat Assessment and Immediate 
Revocation, TSA serves a Final Deter-
mination of Threat Assessment on the 
State in which the applicant applied 
for the HME, the applicant’s employer 
where appropriate, and on the appli-
cant, if the appeal of the Initial Deter-
mination results in a finding that the 
applicant poses a security threat. 

(5) If the applicant appeals the Initial 
Determination of Threat Assessment 
or the Initial Determination of Threat 
Assessment and Immediate Revoca-
tion, the procedures in 49 CFR 1515.5 or 
1515.9 apply. 

(6) Applicants who do not meet cer-
tain standards in 49 CFR 1572.103, 
1572.105, or 1572.109 may seek a waiver 
in accordance with 49 CFR 1515.7. 

§ 1572.17 Applicant information re-
quired for TWIC security threat as-
sessment. 

An applicant must supply the infor-
mation required in this section, in a 
form acceptable to TSA, when applying 
to obtain or renew a TWIC. 

(a) Except as provided in (a)(12) 
through (16), the applicant must pro-
vide the following identifying informa-
tion: 

(1) Legal name, including first, mid-
dle, and last; any applicable suffix; and 
any other name used previously. 

(2) Current and previous mailing ad-
dress, current residential address if it 
differs from the current mailing ad-

dress, and e-mail address if available. If 
the applicant wishes to receive notifi-
cation that the TWIC is ready to be re-
trieved from the enrollment center via 
telephone rather than e-mail address, 
the applicant should state this and pro-
vide the correct telephone number. 

(3) Date of birth. 
(4) Gender. 
(5) Height, weight, hair color, and eye 

color. 
(6) City, state, and country of birth. 
(7) Immigration status, and 
(i) If the applicant is a naturalized 

citizen of the United States, the date of 
naturalization; 

(ii) If the applicant is present in the 
United States based on a Visa, the type 
of Visa, the Visa number, and the date 
on which it expires; and 

(iii) If the applicant is a commercial 
driver licensed in Canada and does not 
hold a FAST card, a Canadian passport. 

(8) If not a national or citizen of the 
United States, the alien registration 
number and/or the number assigned to 
the applicant on the U.S. Customs and 
Border Protection Arrival-Departure 
Record, Form I–94. 

(9) Except as described in paragraph 
(a)(9)(i) of this section, the reason that 
the applicant requires a TWIC, includ-
ing, as applicable, the applicant’s job 
description and the primary facility, 
vessel, or maritime port location(s) 
where the applicant will most likely 
require unescorted access, if known. 
This statement does not limit access to 
other facilities, vessels, or ports, but 
establishes eligibility for a TWIC. 

(i) Applicants who are commercial 
drivers licensed in Canada or Mexico 
who are applying for a TWIC in order 
to transport hazardous materials in ac-
cordance with 49 CFR 1572.201 and not 
to access secure areas of a facility or 
vessel, must explain this in response to 
the information requested in paragraph 
(a)(9) of this section. 

(10) The name, telephone number, 
and address of the applicant’s current 
employer(s), if working for the em-
ployer requires a TWIC. If the appli-
cant’s current employer is the U.S. 
military service, include the branch of 
the service. An applicant whose cur-
rent employer does not require posses-
sion of a TWIC, does not have a single 
employer, or is self-employed, must 
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